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DETERMINING MODEL INFORMATION OF
DEVICES BASED ON NETWORK DEVICE
IDENTIFIERS

BACKGROUND OF THE INVENTION

1. Field of the Invention

This invention relates to the field of computer networks,
and more particularly, to a system and method for determin-
ing the model information of devices based on their MAC
addresses or other network device identifiers.

2. Description of the Related Art

A wide variety of client devices connect to enterprise net-
works to access or provide computing services. Examples of
client devices that may join a network include desktop com-
puters, laptops, tablet computers, smartphones, printers, rout-
ers, gaming devices, media players, televisions, home appli-
ances, etc. The administrators of an enterprise network may
need to set up security policies to ensure that devices joining
the network do not pose a security risk. For example, the
devices may need to be authorized, compliant with security
policies, appropriately managed and patched, etc.

To manage risk, companies utilize a variety of compliance,
vulnerability detection, and systems management products. It
is often useful in this process to determine the specific models
of devices that attempt to connect to the network. For
example, the administrators may want to allow specific
device models to join the network and/or prevent other device
models from joining the network.

In addition to security reasons, it may be also be useful to
know the specific models ofthe devices on a network for other
reasons. For example, an administrator of an enterprise net-
work may want to see a list of the specific device models or
products present on the network in order to assess whether
any of the devices need to be upgraded to newer models. As
another example, a home user may want to see a list of all the
devices connected to his home network, and it may be useful
to provide the user with this information by listing the model
name of each device.

Conventional techniques of learning the model of a device
typically operate in two ways. First, a software agent can be
installed on a device and can execute on the device to analyze
it and determine its model information. Second, a remote
computer on the network can scan a client device by sending
various types of network messages to the device and analyz-
ing the device’s responses to the messages. Both of these
approaches have drawbacks. In the first approach, the enter-
prise network may not have sufficient privileges to install an
agent on a new device that attempts to join the network, or the
device may not have the capability to execute the agent. For
example, if a malicious user attempts to join the network, he
may configure his device to reject attempts to install an agent
that can learn about the device. Similarly, a device can also be
configured to ignore scan traffic sent to it over the network, so
that it will not return information that can be used to deter-
mine the model of the device. In short, existing approaches to
gathering model information from an unknown device on a
network typically involve some form of interaction, either
through the execution of software agents or through network
scans, and the dependence upon the unknown device to
behave properly in these interactions introduces the potential
for problems.

MAC addresses are used as network device identifiers for
Ethernet networks and other network technologies. A MAC
address is a unique identifier assigned to network interface
device for communications on the physical network segment.
MAC addresses are allocated in blocks to different device
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manufacturers. Thus, when a given manufacturer produces a
new network interface device, the network interface device
may be assigned one of the MAC addresses allocated to the
manufacturer. For example, the MAC address may be stored
in the network interface device’s hardware, such as its read-
only memory or some other firmware mechanism.

MAC addresses are formed according to the rules of one of
three numbering name spaces managed by the Institute of
Electrical and Electronics Engineers (IEEE): MAC-48, EUI-
48, and EUI-64. The standard (IEEE 802) format for printing
MAC-48 addresses in human-friendly form is six groups of
two hexadecimal digits, separated by hyphens (-) or colons
(:), in transmission order (e.g., 01-23-45-67-89-AB or 01:23:
45:67:89:AB). The first three octets (in transmission order)
identify the manufacturer that issued the MAC address and
are known as the Organizationally Unique Identifier (OUI).
Thus, in most cases, it is possible to determine the manufac-
turer of a network interface device from its MAC address.

However, just knowing the manufacturer of a network
interface device is usually not enough information to deter-
mine the model information. Manufacturers often produce
many different product families and device models. Further-
more, the network interface device which the MAC address
identifies could be manufactured by one organization, and the
network interface device could be included as a component in
a computer or other product produced by another organiza-
tion. Thus, knowing the manufacturer of a network interface
device may not necessarily be enough information to know
the manufacturer of the computer or other product that uses
the network interface device. In situations such as described
above, it is typically more important to know the model of the
computer or other product that uses the network interface
device than it is to know the manufacturer of the network
interface device.

SUMMARY

Various embodiments are disclosed of a system and
method for determining the model information of a device.
According to some embodiments of the method, a request to
determine the model information of the device may be
received. The request may specify a network device identifier
of'the device. For example, in some embodiments the network
device identifier may be a MAC address of the device. The
method may operate to analyze a database to determine the
model information of the device. The database may include
database information that maps a plurality of network device
identifiers of other devices to model information of the other
devices. Determining the model information of the device
may comprise extrapolating the model information of the
device based on the network device identifier of the device
and the database information. The extrapolated model infor-
mation of the device may be returned in response to the
request.

In some embodiments, extrapolating the model informa-
tion of the device may include determining a set of network
device identifiers within a threshold range of the network
device identifier of the first device, and analyzing the database
information to determine common model information to
which atleast a subset of the network device identifiers within
the threshold range are mapped. The model information of the
device may be extrapolated to be the common model infor-
mation.

In further embodiments the method may further include
determining a confidence level indicating a level of confi-
dence that the extrapolated model information of the device is
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correct. The confidence level may be returned in response to
the request along with the extrapolated model information.

In some embodiments, the analysis of the database infor-
mation upon which the extrapolation of the model informa-
tion for the device is based may be dynamically performed in
response to the request to determine the model information.
In other embodiments, a software program or module may
analyze the database information offline, e.g., before the
request is received, and may store pattern information or other
analysis results that can later be used to extrapolate the model
information.

Further embodiments of the method may include creating
the database prior to receiving the request. Creating the data-
base may include performing the following for each device of
a plurality of devices: a) determining a network device iden-
tifier of the device; b) determining model information iden-
tifying amodel of the device; and ¢) storing information in the
database that maps the network device identifier of the device
to the model information of the device. In some embodi-
ments, determining the model information of a given device
may include communicating over a network with a software
agent executing on the given device to receive the model
information from the software agent. In other embodiments,
determining the model information of a given device may
include passively intercepting model information transmitted
by the given device over a network without communicating
with the given device.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates one embodiment of a system configured
to automatically create a mapping database that maps MAC
addresses of a set of devices to model information of the
devices;

FIG. 2 illustrates an embodiment of the system in which the
mapping database is used to automatically determine the
model information of one or more client devices whose model
information is not yet known;

FIG. 3 illustrates one embodiment of a computer for cre-
ating and/or using the mapping database;

FIG. 4 is a flowchart diagram illustrating one embodiment
of'a method for creating the mapping database;

FIG. 5 is a flowchart diagram illustrating one embodiment
of'a method for using the mapping database to automatically
determine the model information of an unknown client device
based on its MAC address;

FIGS. 6 and 7 illustrate a range of MAC addresses, and
model information corresponding to some of the MAC
addresses;

FIG. 8 is a flowchart diagram illustrating one embodiment
of' a method for using a pattern analyzer to perform offline
analysis of the mapping database offline and store analysis
results that can later be used to extrapolate model informa-
tion;

FIG. 9 is a flowchart diagram illustrating one embodiment
of' a method for using an administration tool to change the
model information stored in the mapping database for a client
device;

FIG.10is a flowchart diagram illustrating one embodiment
of' a method for using the mapping database to look up the
model information for a new device in response to the new
device attempting to join a network, e.g., in order to deter-
mine the authorization rights to assign the new device; and

FIG. 11 illustrates a computer accessible storage medium
that stores program instructions executable by one or more
processors to implement operations associated with creating
and/or using the mapping database.
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While the invention is susceptible to various modifications
and alternative forms, specific embodiments are shown by
way of example in the drawings and are herein described in
detail. It should be understood, however, that drawings and
detailed description thereto are not intended to limit the
invention to the particular form disclosed, but on the contrary,
the invention is to cover all modifications, equivalents and
alternatives falling within the spirit and scope of the present
invention as defined by the appended claims.

DETAILED DESCRIPTION

Various embodiments are disclosed of a system and
method for automatically determining the model information
of devices based on their network device identifiers. The
devices may be any devices configured to connect to, receive
data over, and/or transmit data over a network, e.g., via wired
and/or wireless communication protocols. Examples of
devices whose model information may be determined based
on their network device identifiers include desktop comput-
ers, laptops, tablet computers, smartphones, printers, routers,
gaming devices, etc.

The term “network device identifier” refers to an identifier
that is assigned to a specific device and identifies the device.
For example, the network device identifier of a device may be
assigned to the device when the device is manufactured and
may not be re-assigned to any other device. In some embodi-
ments a device’s network device identifier may be included in
network packets transmitted by the device over a network,
e.g. to identify which device the packets originated from. A
network device identifier may include numerical information,
text information, and/or other information. One example of a
network device identifier is a MAC address. While, strictly
speaking, a MAC address or other network device identifier
may be assigned to a network interface device that is included
in a larger device (e.g., in a computer or other network
device), the network interface device is most commonly a
fixed component of the larger device, and thus also uniquely
identifies the larger device.

For the remainder of this disclosure, embodiments are
described in which the network device identifiers of the
devices are assumed to be MAC addresses. However, in other
embodiments any kind of network device identifiers other
than MAC addresses could be used.

The term “model information” may refer to any informa-
tion that specifies at least a family name and/or model name of
adevice. The model name of a device may be a name used by
a vendor of the device and/or a name used by media or
consumers to describe or identify the specific model of the
device, e.g., a specific product sold under that model name.
The family name of a device may be a name used to describe
or identity a family of related device models. As an example,
consider an iPhone 3GS product from Apple Inc. In this
example, the model name may be “iPhone 3GS”. As another
example, consider aniPhone 5 product from Apple Inc. In this
example, the model name may be “iPhone 5. In both cases
the family name may be “iPhone”.

In some embodiments the model information may also
include other information which may be more granular or less
granular than the family name and model name. For example,
more granular information may include more detailed infor-
mation about the device, such as the specific hardware con-
figuration and/or software configuration of the device (e.g.,
“iPhone 3GS/16 GB” to indicate that a particular device is
configured with 16 GB of flash memory). As another
example, less granular information may include broader
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information about the device, such as its vendor for example
(e.g., “Apple iPhone 3GS” to indicate that the device is pro-
duced by Apple Inc.)

Embodiments of the system and method may operate to
automatically determine the model information of unknown
devices based onthe MAC addresses (or other network device
identifiers) of the unknown devices. To accomplish this, the
system may be configured with a database (referred to herein
as the “mapping database”) including information that maps
a plurality of network device identifiers of known devices to
known model information of the known devices. The model
information of an unknown device may be extrapolated based
on the MAC address of the unknown device and the mapping
database information.

Further embodiments of the system and method may oper-
ate to automatically create the mapping database that is used
to extrapolate the model information of the unknown devices.
This may generally be accomplished by gathering informa-
tion indicating the MAC addresses of a plurality of devices
and model information known about the devices, and creating
a database entry for each device that maps its MAC address to
its model information.

FIG. 1 illustrates one embodiment of a system configured
to automatically create the mapping database. The system
includes a data center 100 that has one or more computer
systems configured to automatically gather information indi-
cating the MAC addresses and model information of a plu-
rality of client devices coupled to one or more networks.

In this example, client devices 110a-% are coupled to the
data center through networks, such as the Internet 180, local
area network (LAN) 181, and virtual private network (VPN)
182. In general, the client devices may be coupled to the data
center through any type of network or combination of net-
works. For example, the network(s) may include any type or
combination of LAN, wide area network (WAN), an Intranet,
the Internet, VPN, wireless networks, etc. Examples of LAN's
include Ethernet networks, Fiber Distributed Data Interface
(FDDI) networks, and token ring networks. The client
devices may each be coupled to the network(s) using any type
of' wired or wireless connection medium. For example, wired
mediums may include Ethernet, fiber channel, a modem con-
nected to plain old telephone service (POTS), etc. Wireless
connection mediums may include a wireless connection
using a wireless communication protocol such as IEEE
802.11 (wireless Ethernet), a modem link through a cellular
service, a satellite link, etc.

The data center may gather information about various cli-
ent devices for the mapping database using active and/or
passive information gathering techniques. As an example of
an active technique, some of the client devices may have a
software information agent 191 installed. Each client device
that has the information agent installed may execute the infor-
mation agent, which may analyze the client device to auto-
matically determine the model information of the client
device. For example, the agent may analyze information
maintained by an operating system of the client device to
discover the model information, e.g., by examining one or
more registries, databases, or files of the operating system,
and/or programmatically querying the operating system
through an application programming interface (API). The
agent may also discover the model information by analyzing
or querying firmware of the client device.

The data center may include one or more computer systems
configured to communicate over the network(s) with the
information agents executing on the client devices to receive
the model information of the client devices from their respec-
tive information agents. For example, in the illustrated
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embodiment of FIG. 1, the data center includes a database
system 170 that includes a device collection module 174 that
may communicate with the agents 191 to receive the model
information of the respective client devices. In addition to the
model information, each agent may also provide the device
collection module with the MAC address of the client device,
or the device collection module could determine the MAC
address by examining the network packets sent by the agent
from the client device.

In some embodiments, the organization that operates the
data center may already have software agents installed on a
large base of client devices, e.g., for a purpose other than
gathering information to create the mapping database. These
existing agents could be used to gather the model information
and provide it to the device collection module without requir-
ing new software agents to be installed on the client devices.
For example, a vendor of anti-virus or security software may
already have anti-virus or security agents installed on a large
base of client devices. The anti-virus agents may communi-
cate with the vendor’s data center to receive anti-virus
updates and/or provide the data center with information about
the client devices. Thus, the model information could also be
communicated to the data center and used to create the map-
ping database. As another example, a large organization could
have a large number of client devices, each of which may
execute a management agent to aid administrators in manag-
ing the organization’s network. The management agents may
communicate with a data center of the organization and/or
communicate with a data center of the vendor of the manage-
ment software, and may include the model information of the
client devices in their communication, which could then be
used by the data center to create the mapping database.

Leveraging existing agents to gather the model information
may advantageously avoid the need to install a new agent on
the client devices for this purpose. Furthermore, if the agents
are already installed on large base of client computers (e.g.,
for a popular anti-virus product or network management
product) then this may enable a large mapping database with
many data points to be created, which may advantageously
enable more accurate extrapolation or estimation of the
model information for unknown client devices that do not
have the agent installed.

In addition to gathering the model information through
active information agents on the client devices, the data center
may also gather model information for some client device
through passive listening techniques, e.g., without directly
communicating with the client devices. For example, in the
illustrated embodiment of FIG. 1, the system includes gate-
way devices 120a-b through which network traffic sent to the
data center is transmitted. Each gateway device may include
apassive listener 121, which may be implemented in software
or hardware. The passive listener may “listen” to or examine
the network packets transmitted by the client devices to the
data center, and may determine the model information of the
client devices based on the information in the network pack-
ets.

For example, in some embodiments, a client device may
broadcast information about itself to other devices on the
network, e.g., when it joins the network or in response to
queries from other devices. The broadcast information may
specify the model of the client device and/or may include
information that can be used to infer the model of the client
device.

As one example, a client device could broadcast informa-
tion to announce that it wants to join local sharing with other
devices, and the broadcast information could specity the cli-
ent device’s model name or local name. For example, in some
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embodiments the broadcast information could include a for-
mal field for the model name, such as

“model=MacBookPro8,1”. In other embodiments the broad-
cast information could include an informal name that a user
has named the device and from which the model information
can be inferred, such as “Joe’s Dell Latitude E6430”.

As another example, if a client device is looking for a
printer then it may broadcast a service discovery message,
and available printers on the network may respond with infor-
mation specifying their model names/numbers. Thus, the pas-
sive listener may obtain model information about the client
devices that broadcast the message and/or the printer devices
that responded.

As one example, a client device could perform a Dynamic
Host Configuration Protocol (DHCP) broadcast to obtain an
IP address, and may include identifying information about
itself in an options string. Thus, the passive listener may
receive the DHCP options string and analyze it to determine
the model information of the client device and/or determine
information that can be used in conjunction with other infor-
mation about the client device to determine the model infor-
mation.

Other examples of broadcast protocols performed by client
devices from which the passive listener may gather model
information include NetBIOS name service, Simple Service
Discovery Protocol (SSDP), Zero configuration networking
(e.g., Bonjour), or any of various other kinds of protocols that
devices use to announce information about themselves to
other devices on a network and/or obtain information about
the other devices.

In addition to listening for broadcast information, in some
embodiments the passive listener may also determine infor-
mation about client devices from network packets sent by the
client devices to a specific endpoint in the data center. For
example, HTTP packets sent to a web server in the data center
may include information about the web browser version used
on the client devices. In some cases the web browser infor-
mation could identify, or could help identify, the specific
model of the client device. For example, the browsers used in
gaming consoles or other embedded devices may transmit
header information that identifies the specific model or family
of the embedded device.

Thus, a passive listener may compile as much specific
information as possible about the client devices that may be
useful to identify the model information of the client devices,
and may transmit the information to the data center, e.g., to
the device collection module. It is noted that the passive
listener(s) may reside anywhere in the system, e.g., on any
device other than a gateway device. For example, in some
embodiments a passive listener may reside on a web server
computer or other server computer system in the data center.

The device collection module may store information in the
mapping database that maps the MAC addresses of the client
devices to the model information gathered from the informa-
tion agents and passive listeners, e.g., by creating a respective
database entry for each respective client device whose model
information was discovered. The database entry for each cli-
ent device may map the MAC address of the client device to
the model information of the client device.

In various embodiments the mapping database may be any
kind of database, e.g., may be structured or created according
to any of various kinds of database technologies or data man-
agement techniques. In some embodiments at least a portion
of'the mapping database may be a relational database includ-
ing one or more tables organized as a plurality of rows and
columns. For example, the database entry for each client
device may be created by inserting a new row in a table, where
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one column of the row specifies the MAC address of the client
device and another column specifies the model information of
the client device.

Asillustrated in FIG. 1, in some embodiments the database
system 170 may include a database management system
(DBMS) 173 or database engine operable to create and man-
age the mapping database. The DBMS may provide an API
that the device information collection module 174 or other
programs can programmatically call to insert new informa-
tion in the mapping database, retrieve information from the
mapping database, change information in the mapping data-
base, etc. In some embodiments the API of the DBMS may
use a variant of Structured Query Language (SQL), e.g.,ifthe
mapping database is a relational database.

Thus, the data center may automatically determine the
model information and MAC addresses of a plurality of
known client devices, e.g., without receiving user input speci-
fying the model information and MAC addresses, and may
automatically create a mapping database that maps each of
the MAC addresses to the corresponding model information.
The mapping database may then be used to automatically
determine the model information of other client devices.

FIG. 2 illustrates an embodiment of the system in which the
mapping database is used to automatically determine the
model information of one or more client devices whose model
information is not yet known, e.g., one or more client devices
whose model information was not determined from the
agents or passive listeners and is not yet in the mapping
database.

The database system 170 may include a query handler 176
that is executable to receive a request to determine model
information for a given device based on a MAC address or
other network device identifier of the device. For example, a
requester software program such as the device security mod-
ule 137, application software 139, administration tool 136,
user software program 133, or other software program or
module may call a function or API provided by the query
handler in order to request the model information of the
device. The requester may pass the MAC address of the
device to the query handler as an input parameter. The query
handler may attempt to lookup the MAC address in the map-
ping database. If a database entry for the specified MAC
address is found then the query handler may return the cor-
responding model information specified by the database entry
to the requester program. Otherwise, if the specified MAC
address is not mapped to any model information in the map-
ping database then the query handler may attempt to extrapo-
late the model information of the device based on the speci-
fied MAC address of the device and the database entries for
the other devices. The query handler may then return the
extrapolated model information to the requester program.
The extrapolation of the model information is discussed in
detail below with respect to FIGS. 5-7.

Turning now to FIG. 3, ablock diagram is illustrated of one
embodiment of a computer for creating and/or using the map-
ping database. Although FIG. 3 is intended to illustrate a
single computer, it is noted that the methods described herein
can be distributed across any number of computers, e.g.,
where multiple computers perform different aspects of the
methods and communicate with each other via a network. For
example, in some embodiments the DMBS 173 may execute
on one computer, and the device information collection mod-
ule 174 may execute on another computer. In general, the
methods described herein may be implemented by any sys-
tem encompassing any device or combination of devices hav-
ing at least one processor that executes instructions from one
or more storage media.



US 9,135,293 Bl

9

The software programs or modules that implement the
methods may be executed on any kind of computer or com-
puting device(s), such as one or more personal computer
systems (PC), workstations, servers, network appliances, or
other type of computing device or combinations of devices.
The computer(s) may have any configuration or architecture,
and FIG. 3 illustrates a representative PC embodiment. Ele-
ments of a computer not necessary to understand the present
description have been omitted for simplicity.

As illustrated in FIG. 3, the computer may include at least
one central processing unit or CPU (processor) 160 which is
coupled to a processor or host bus 162. The CPU 160 may be
any of various types. For example, in some embodiments, the
processor 160 may be compatible with the x86 architecture,
while in other embodiments the processor 160 may be com-
patible with the SPARC™ family of processors. Also, in some
embodiments the computer may include multiple processors
160.

The computer may include memory 166 in which program
instructions implementing one or more software programs or
modules are stored. The program instructions may be
executed by the processor(s) 160. In the illustrated embodi-
ment, the memory 166 stores a database management system
(DBMS) 173, query handler 176, device information collec-
tion module 174, pattern analyzer 175, and update module
177. In other embodiments, any of various other software
architectures may be used, e.g., such that the functionality for
creating and/or using the mapping database can be divided
across different software programs or modules in any of vari-
ous other ways. In general, the memory 166 may store any set
of program instructions executable to implement any of the
operations described herein that are associated with creating
and/or using the mapping database.

In some embodiments the memory 166 may include one or
more forms of random access memory (RAM) such as
dynamic RAM (DRAM) or synchronous DRAM (SDRAM).
In other embodiments, the memory 166 may include any
other type of memory configured to store program instruc-
tions. The memory 166 may also store operating system soft-
ware or other software used to control the operation of the
computer. The memory controller 164 may be configured to
control the memory 166.

The host bus 162 may be coupled to an expansion or
input/output bus 170 by means of a bus controller 168 or bus
bridge logic. The expansion bus 170 may be the PCI (Periph-
eral Component Interconnect) expansion bus, although other
bus types can be used. Various devices may be coupled to the
expansion or input/output bus 170, such as a video display
subsystem 180 which sends video signals to a display device,
anetwork interface card 197, and one or more storage devices
161.

As illustrated in FIG. 3, a mapping database 230 may be
stored on the storage device(s) 161. In addition, pattern infor-
mation 240 indicating one or more patterns of the mappings in
the mapping database may be stored on the storage device(s)
161, e.g., patterns between the device MAC addresses and the
device model information. The pattern information may be
created by the pattern analyzer module 175, which may ana-
lyze the mapping database as described in more detail below.

The storage device(s) 161 may include any kind of device
configured to store data, such as one or more disk drives, solid
state drives, flash memory devices, optical drives, or tape
drives for example. In the illustrated example, the one or more
storage devices are coupled to the computer via the expansion
bus 170, but in other embodiments may be coupled in other
ways, such as via the network interface card 197, through a
storage area network (SAN), via a communication port, etc.
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FIG. 4 is a flowchart diagram illustrating one embodiment
of'a method for creating the mapping database. It is noted that
the flowcharts illustrated in the drawings illustrate logical
operations that may be performed according to some embodi-
ments, and in other embodiments the illustrated operations
may be combined, omitted, modified, or performed in differ-
ent orders than shown.

As discussed above, in some embodiments a device infor-
mation collection module may receive information regarding
some of the client devices from software information agents
executing on the client devices. For each client device that
executes an information agent, the device info collection
module may communicate with the client device’s agent to
receive information specifying the MAC address and model
information of the client device (block 501).

In some embodiments the device information collection
module may also receive information regarding some of the
client devices from one or more passive listener modules. For
each ofthese client devices, the device information collection
module may communicate with the passive listener (s) to
receive information specifying the MAC address and model
information of these client devices (block 503).

For each client device for which the device information
collection module receives model information (e.g., from an
agent on the client device and/or from a passive listener), a
database entry may be created in the mapping database to map
the MAC address of the client device to the model informa-
tion of the client device. The database entries may be created
by the device information collection module or by another
program or module to which the device information collec-
tion module passes the MAC addresses and model informa-
tion it discovers.

In various embodiments the model information for each
entry in the mapping database may be formatted or stored in
any desired way. In some embodiments the model informa-
tion may include text information, e.g., one or more strings. In
other embodiments the model information may include a
numerical identifier, and the mapping database may include a
table that maps different identifiers to the corresponding
model names.

In some embodiments the model information may be
stored according to a hierarchical organization technique. For
example, the model information could include text specifying
the company that makes or sells the device, followed by text
specifying the family name, followed by text specifying the
particular model of the device. These different parts of the
model information could be separated by slash (*/”) charac-
ters or other delimiters. For example, suppose that some
company named “CompanyX” offers tablet computers with
the model names “Sonova GP”, “Sonova XL, and “Sonova
XR”. In this example, the family names of these three models
of tablet computers is “Sonova”. One way of storing the
model information for the “Sonova GP” model could be to
store the string “Company X/Sonova/GP”. On the other hand,
if the system determines that the device is a tablet computer in
the Sonova fanily but cannot determine the exact model then
the stored model information could be “Company
X/Sonova”. The system may also store more detailed infor-
mation about the device if it is available. For example if a
particular Sonova GP tablet computer is determined to have
64 GB of internal memory then the stored model information
could be “Company X/Sonova/GP/64 GB”.

The examples above are given to illustrate one embodiment
of how the model information may be hierarchically orga-
nized in the mapping database. In other embodiments, the
model information may be stored according to any other kind
of hierarchical organization scheme. Also, the model infor-
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mation for devices offered by different companies or belong-
ing to different product families may be formatted differently,
e.g., according to what makes the most sense for a given
product line.

FIG. 5 is a flowchart diagram illustrating one embodiment
of'a method for using the mapping database to automatically
determine the model information of an unknown client device
based on its MAC address. The method may be implemented
by the query handler 176 of the database system or by another
software module of the data center. The query handler may
receive a request to determine the model information of the
unknown device based on its MAC address (block 541), e.g.,
where the MAC address is specified as an input parameter in
a function or API invoked by a requester program. After
determining that the specified MAC address is not already
mapped to any model information in the mapping database,
the query handler may extrapolate the model information of
the unknown device (block 543).

In various embodiments the query handler may use any
kind of algorithm, heuristic, or data analysis technique to
extrapolate the model information of the unknown device
based on the MAC address of the unknown device and the
mapping information already in the mapping database. In
some embodiments, extrapolating the model information of
the unknown device may include determining a set of MAC
addresses within a threshold range of the MAC address of the
unknown device, and analyzing the mapping database to
determine common model information to which at least a
subset of the MAC addresses within the threshold range are
mapped. The model information of the unknown device may
be extrapolated to be the common model information.

For example, FIG. 6 illustrates a case where the MAC
address of the unknown device is 00-22-9B-B7-ED-68. The
query handler may examine the mapping database to deter-
mine whether any of the neighboring MAC addresses within
athreshold number of addresses away from this MAC address
are mapped to corresponding model information in the data-
base. In the example of FIG. 6, the query handler may begin
by analyzing the mapping database information to determine
whether any ofthe 10 closest MAC addresses on either side of
the specified MAC address have entries in the database. For
example, suppose that the database has mapping entries for 5
of'the MAC addresses in this range, and they are all mapped
to the model information string “Sonova/XI1.” as shown in
FIG. 6. The query handler may retrieve the model information
for the 5 MAC addresses within this range that have entries in
the database, and may analyze it to attempt to determine a
pattern between the MAC addresses and their corresponding
model information. In this case the query handler may deter-
mine that the 5 MAC addresses within the range that are
present in the database are all mapped to the common model
information “Sonova/XL”. Thus, the model information for
the unknown device may be extrapolated to be “Sonova/XL.”
in this example.

FIG. 7 illustrates another example where the database has
mapping entries for 6 of the MAC addresses within 10 posi-
tions on either side of the specified MAC address. In this
example, the model information is not exactly the same for all
6 of these MAC addresses. However, the query handler may
still be able to determine common model information for all
of them, namely that they all correspond to the “Sonova”
family of devices. Thus, the model information for the
unknown device may be extrapolated to be “Sonova” in this
example.

For ease of illustration, the 10 closest MAC addresses on
either side of the specified MAC address are shown in FIGS.
6 and 7. In a more typical case the query handler may analyze
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a wider range of MAC addresses to extrapolate the model
information of the unknown device. In general, the extrapo-
lation may be performed based on any number of mapping
entries in the database.

Also, the query handler may perform multiple rounds of
analyses, e.g., where a different range of MAC addresses is
analyzed in each round. For example, the query handler may
begin by analyzing a relatively small range of neighboring
MAC addresses. If mapping entries for a sufficient number of
addresses within this range are present then the query handler
may extrapolate and return the model information for the
unknown device based on this range. Otherwise the query
handler may widen the range and then analyze the wider
range to check whether mapping entries are present for a
sufficient number of addresses within the wider range. If so
then the query handler may extrapolate and return the model
information for the unknown device based on the wider range.
Otherwise, the range may be widened again, and the analysis
process may continue in this manner.

In some embodiments the query handler may extrapolate
or estimate the model information for the unknown device
based on mapping entries for other MAC addresses that share
the first three to five octets. If more than some threshold
percentage of the MAC addresses in the same immediate
neighborhood (e.g., sharing the first five octets) have been
observed and share consistent model information then the
model information for the unknown device may be identified
as most likely being that same model. Failing that, if more
than some threshold percentage of the MAC addresses in a
broader neighborhood (e.g., sharing the first four octets) have
been observed and share consistent model information, then
the model information for the unknown device may be iden-
tified from the broader neighborhood. Failing that, if more
than some threshold percentage of the MAC addresses with
the same Organizationally Unique Identifier (OUI) (e.g.,
sharing the same initial three octets) have been observed and
share consistent model information, then the model informa-
tion for the unknown device may be identified from this
neighborhood.

In various embodiments the query handler may be config-
ured according to any of various algorithms or tuning param-
eters in order to determine which ranges of MAC addresses to
analyze, what threshold percentage of the MAC addresses
within the range should have mapping entries in the database,
how to widen the ranges if this threshold percentage is not
met, how to analyze the mapping information for the
addresses within the range to determine whether they share
common model information, etc.

Referring again to FIG. 5, in addition to extrapolating or
estimating the model information for the unknown device, the
query handler may also determine a confidence level indicat-
ing a level of confidence that the extrapolated model infor-
mation is correct (block 545). For example, if the model
information is extrapolated from a relatively narrow range of
MAC addresses for which a large percentage of mapping
entries are present in the database then the confidence level
may be higher than if the model information is extrapolated
from a relatively wide range of MAC addresses for which a
small percentage of mapping entries are present. The query
handler may define the confidence level according to any of
various scales or rating techniques, such as a scale from 1 to
5, or a percentage from 0 to 100, etc.

In some cases the query handler may not be able to extrapo-
late the model information at all, or may indicate a very low
confidence level that the extrapolated model information is
correct, e.g., if an insufficient number of mapping entries for
a large range of neighboring MAC addresses are present
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and/or if there is no discernible pattern or commonality in the
model information for the neighboring MAC addresses.

Once the query handler has extrapolated the model infor-
mation of the unknown device and determined the confidence
level, this information may be returned to the requester pro-
gram (block 547).

In some embodiments the query handler may also create a
new entry in the mapping database that maps the specified
MAC address of the device to the extrapolated model infor-
mation of the device (block 549). Thus, if a future request to
lookup the model information for the same device is received,
the query handler may return the model information stored in
the database entry for this MAC address without re-analyzing
the database. In addition, the query handler may also mark the
new database entry to indicate that the model information was
extrapolated from the database, and to indicate the confidence
level (block 551). In some embodiments, in future analyses of
the database to extrapolate the model information for other
unknown devices, the query handler may give less weight in
the analysis to model information that was previously
extrapolated. In other words, the analysis may give more
weight to the model information determined by the informa-
tion agents or passive listeners than to previously extrapolated
model information.

Also, in some embodiments, if an entry for a given MAC
address was previously extrapolated and marked with low
confidence, another analysis for this MAC address may later
be performed when more entries for more client devices have
been created from newly discovered information. Thus, the
model information may be changed as more data points are
added to the mapping database, or the mapping information
may stay the same, but the confidence level may be increased.

In some embodiments, the analysis of the mapping data-
base upon which the extrapolation of the model information
for an unknown device is based may be dynamically per-
formed in response to the request by the requester program to
determine the model information for the unknown device. For
example, the query handler may receive the request and then
analyze the mapping database in real time in response to the
request.

In other embodiments, a software program or module such
as the pattern analyzer 175 illustrated in FIGS. 1-3 may
analyze the mapping database offline and store analysis
results that can later be used by the query handler to extrapo-
late model information. In some embodiments this may
decrease the time it takes the query handler to extrapolate the
model information since the database analysis (or at least a
portion of the analysis) could be performed prior to actually
receiving a request from a requester program. As illustrated in
FIG. 8, the pattern analyzer may be invoked at scheduled
intervals (e.g., once per hour, or once per day, or once per
week, etc.) or at unscheduled intervals (block 521). Each time
it is invoked, the pattern analyzer may execute to analyze the
mapping database information to generate pattern informa-
tion indicating one or more patterns of mappings between the
device MAC addresses and the corresponding model infor-
mation (block 523). The pattern information may include any
information useful in extrapolating the model information for
a given MAC address. For example, in some embodiments the
pattern information may indicate the common model infor-
mation for one or more ranges of MAC addresses. The pattern
analyzer may store the pattern information for later use by the
query handler, e.g., may store the pattern information in the
mapping database or in one or more separate files (block 525).

In some embodiments the database system may enable a
user to change the model information for one or more MAC
addresses in the mapping database. For example, if an admin-
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istrator of an enterprise network determines that the model
information that was automatically determined or extrapo-
lated for a given client device on the network is incorrect, he
may invoke an administration tool 136 on an administration
terminal 127, as shown in FIG. 2. FIG. 9 is a flowchart
diagram illustrating one embodiment of a method for using
the administration tool to change the model information
stored in the mapping database for a client device. The admin-
istration tool may display a graphical user interface that
enables the administrator to submit a change request to
change the model information in the mapping database for a
specified client device (block 571). An update module 177 in
the database system may communicate with the administra-
tion tool to receive the change request (block 573). In
response, the update module may update the database entry
for the specified client device to the specified model informa-
tion (block 575). In some embodiments the update module
may mark the database entry for the client device to indicate
that the model information was changed by the administrator
(block 577).

In some embodiments the system may also allow an end
user other than an administrator to change the model infor-
mation for the end user’s client device(s). For example, an end
user of the client device 110f in FIG. 2 may invoke user
software 133 that enables the end user to change the model
information. End users and other non-administrators may be
prevented from changing the model information for other
client devices not owned by the end user. The system may also
mark the database entries to indicate that they were changed
by an administrator or end user and adjust the confidence
levels of the entries accordingly.

Thus, the data center may provide a service that enables
various types of requester programs to determine the model
information for various client devices based on their MAC
addresses. In various embodiments the requester programs
may be any of various types of programs or software services
and may attempt to lookup the model information for a given
device for any of various purposes. For example, FIG. 10 is a
flowchart diagram illustrating one embodiment of a method
for using the mapping database to look up the model infor-
mation for a new device in response to the new device
attempting to join a network, e.g., in order to determine the
authorization or security rights to assign the new device. For
example, a device security module 137 executing on a com-
puter system in the data center such as an authentication/
authorization server 123 (see FIG. 2) may detect that the new
device has attempted to connect to a network with which the
data center is associated (block 601 of FIG. 10). In response,
the device security module may determine the MAC address
of'the new device (block 6013) and request the query handler
to determine the model of the new device based on the MAC
address (block 605). As described above, the query handler
may respond to the request by returning the model informa-
tion of the new device (which may already be stored in the
mapping database or may be extrapolated from other map-
ping information already stored in the mapping database).
The device security module may then set the authorization
rights for the new device based on the response returned by
the query handler (block 607), e.g., depending on the model
information determined for the new device.

As another example, the administration tool 136 (see FIG.
2) may be operable to display a list of client devices on the
network in order to enable an administrator of the network to
see a list of the specific device models or products present on
the network. The administration tool may determine the MAC
addresses of the client devices on the network and request the
query handler to return the model information of the client
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devices based on their MAC addresses. As another example,
user software 133 (see FIG. 2) may enable a user of a client
device 110f'to see a list of all the devices connected to the
user’s home network and their model information. The user
software 133 may communicate with the query handler to
determine the model information for the devices. In other
embodiments any of various other kinds of requester pro-
grams may use the query handler’s services.

Turning now to FIG. 11, a block diagram of a computer
accessible storage medium 900 is shown. The computer
accessible storage medium 900 may store program instruc-
tions executable by one or more processors to implement
various functions described above, such as functions per-
formed by the device information collection module 174,
query handler 176, pattern analyzer 175, and/or update mod-
ule 177. Generally, the computer accessible storage medium
900 may store any set of instructions which, when executed,
implement a portion or all of the functions described above
with respect to creating and/or using the mapping database.

Generally speaking, a computer accessible storage
medium may include any storage media accessible by a com-
puter during use to provide instructions and/or data to the
computer. For example, a computer accessible storage
medium may include storage media such as magnetic or
optical media, e.g., disk (fixed or removable), tape,
CD-ROM, DVD-ROM, CD-R, CD-RW, DVD-R, DVD-RW,
or Blu-Ray. Storage media may further include volatile or
non-volatile memory media such as RAM (e.g. synchronous
dynamic RAM (SDRAM), Rambus DRAM (RDRAM),
static RAM (SRAM), etc.), ROM, Flash memory, non-vola-
tile memory (e.g. Flash memory) accessible via a peripheral
interface such as the Universal Serial Bus (USB) interface, a
flash memory interface (FMI), a serial peripheral interface
(SPI), etc. Storage media may include microelectromechani-
cal systems (MEMS), as well as storage media accessible via
a communication medium such as a network and/or a wireless
link. A carrier medium may include computer accessible stor-
age media as well as transmission media such as wired or
wireless transmission.

Numerous variations and modifications will become
apparent to those skilled in the art once the above disclosure
is fully appreciated. It is intended that the following claims be
interpreted to embrace all such variations and modifications.

What is claimed is:
1. A method comprising:
receiving a request to determine model information of an
unknown first device of a plurality of devices connected
to a network, each of the plurality of devices having a
corresponding network device identifier;
in response to receiving the request:
analyzing a database to determine the model informa-
tion of the unknown first device, wherein the database
includes database information that maps one or more
of' the plurality of network device identifiers to model
information of one or more corresponding devices of
the plurality of devices;
in response to determining a device identifier for the
unknown first device is not already mapped to model
information in the database, determining model infor-
mation for the unknown first device without commu-
nicating with the unknown first device by:
extrapolating model information of the unknown first
device based on portions of a device identifier asso-
ciated with the request and the database informa-
tion; and
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determining a confidence level indicating a level of
confidence that the extrapolated model information
of the first device is correct;
returning the extrapolated model information of the first
device and the confidence level in response to the
request.

2. The method of claim 1, wherein said extrapolating the
model information of the first device comprises:

determining a set of network device identifiers within a

threshold range of the network device identifier of the
first device; and

analyzing the database information to determine common

model information to which at least a subset of the
network device identifiers within the threshold range are
mapped, wherein the model information of the first
device is extrapolated to be the common model infor-
mation.

3. The method of claim 1, further comprising:

prior to said receiving the request, analyzing the database

information to generate pattern information indicating
one or more patterns of mappings between the network
device identifiers of the other devices and the model
information of the other devices; and

storing the pattern information;

wherein said analyzing the database to determine the

model information of the first device comprises extrapo-
lating the model information of the first device based on
the network device identifier of the first device and the
pattern information.

4. The method of claim 1, wherein said extrapolating the
model information of the first device comprises dynamically
analyzing the database information in response to the request
to identify one or more patterns of mappings between net-
work device identifiers of devices other than the first device
and the model information of the other devices.

5. The method of claim 1, further comprising creating the
database prior to said receiving the request, wherein creating
the database comprises:

for each device of a plurality of devices:

a) determining a network device identifier of the device;

b) determining model information identifying a model of

the device; and

¢) storing information in the database that maps the net-

work device identifier of the device to the model infor-
mation of the device.

6. The method of claim 5, wherein determining the model
information identifying the model of a given device com-
prises automatically determining the model information
without receiving user input specitying the model informa-
tion.

7. The method of claim 5, wherein determining the model
information identifying the model of a given device com-
prises communicating over the network with a software agent
executing on the given device to receive the model informa-
tion from the software agent.

8. The method of claim 5, wherein determining the model
information identifying the model of a given device com-
prises passively intercepting model information transmitted
by the given device over a network without communicating
with the given device.

9. The method of claim 1, further comprising:

detecting that the first device is coupled to the network;

determining the network device identifier of the first device

in response to said detecting; and

issuing the request to determine the model information of

the first device, wherein the request includes the network
device identifier of the first device.
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10. The method of claim 1, wherein the model information
specifies a family name of the first device and a model name
of the first device.

11. The method of claim 1, wherein the network device
identifier of the first device is a media access control (MAC)
address of the first device, and wherein the database informa-
tion maps a plurality of MAC addresses of the other devices to
the model information of the other devices.

12. A computer accessible storage medium storing pro-
gram instructions executable by one or more processors to:

receive a request to determine model information of an

unknown first device of a plurality of devices connected
to a network, each of the plurality of devices having a
corresponding network device identifier;

in response to receiving the request:

analyze a database to determine the model information
of'the first device, wherein the database includes data-
base information that maps one or more of the plural-
ity of network device identifiers to model information
of'one or more corresponding devices of the plurality
of devices;
in response to determining a device identifier for the
unknown first device is not already mapped to model
information in the database, determining model infor-
mation for the unknown first device without commu-
nicating with the unknown first device by:
extrapolating model information of the unknown first
device based on portions of a device identifier asso-
ciated with the request and the database informa-
tion; and
determining a confidence level indicating a level of
confidence that the extrapolated model information
of the first device is correct;
return the extrapolated model information of the first
device and the confidence level in response to the
request.

13. The computer accessible storage medium of claim 12,
wherein the program instructions are further executable by
the one or more processors to:

add new information to the database that maps the network

device identifier of the first device to the extrapolated
model information of the first device.

14. The computer accessible storage medium of claim 13,
wherein the program instructions are further executable by
the one or more processors to:

subsequent to said adding the new information to the data-

base, receive a change request to change the model infor-
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mation to which the network device identifier of the first
device is mapped in the database, wherein the change
request specifies different model information; and

change the database information to map the network device
identifier of the first device to the different model infor-
mation.

15. The computer accessible storage medium of claim 13,
wherein the program instructions are further executable by
the one or more processors to:

mark the new information added to the database to indicate

that the model information to which the network device
identifier of the first device is mapped was extrapolated
from the database.

16. A system comprising:

one or more processors; and

memory storing program instructions, wherein the pro-

gram instructions are executable by the one or more

processors to:

receive a request to determine model information of a
first device of a plurality of devices connected to a
network, each of the plurality of devices having a
corresponding network device identifier;

in response to communicating with the first device receiv-

ing the request:
analyze a database to determine the model information
of'the first device, wherein the database includes data-
base information that maps one or more of the plural-
ity of network device identifiers to model information
of one or more corresponding devices of the plurality
of devices;
in response to at least determining a device identifier for
the unknown first device is not already mapped to any
model information in the database, determine model
information for the unknown first device without
communicating with the unknown first device by
whereby the system is configured to:
extrapolate model information of the unknown first
device based on portions of a device identifier asso-
ciated with the request and the database informa-
tion; and
determine a confidence level indicating a level of
confidence that the extrapolated model information
of the first device is correct;
return the extrapolated model information of the first
device and the confidence level in response to the
request.
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